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ÅMore than 20 years of experience in telecommunications

ÅExperiences:

Å Banking system integration

Å Embedded software development in security appliances (firewall, VPN)

Å Numerous wired and wireless deployments at national and international 
scale

Å Passionate trainer



AGENDA

Current state

Å Devices

Å Applications

Å Threats

Solutions

Å Visibility and control

Å Automation and Agility

Å Solution Portfolio



Aruba Networks + HP = HPE



Source: Gartner Magic Quadrant for the Wired and Wireless LAN Access Infrastructure  October 2017. Tim Zimmerman, Bill Menezes, Andrew Lerner, ID Number: G00277052 This Magic Quadrant graphic was published 

by Gartner Inc. as part of a larger research note and should be evaluated in the context of the entire report.  The Gartner report is available upon request from HP. The Magic Quadrant is a graphical representation of a 

marketplace at and for a specific time period. It depicts Gartner's analysis of how certain vendors measure against criteria for that marketplace, as defined by Gartner. Gartner does not endorse any vendor, product or 

service depicted in the Magic Quadrant, and does not advise technology users to select only those vendors placed in the "Leaders" quadrant. The Magic Quadrant is intended solely as a research tool, and is not meant to 

be a specific guide to action. Gartner disclaims all warranties, express or implied, with respect to this research, including any warranties of merchantability or fitness for a particular purpose. 

HPE and Arubaé Better Together!



Rapidly Changing Security Landscape

Focused, Targeted 

Attacks

Expanding Points 

of Vulnerability

Mobile, cloud, BYOD 

breaking down 

traditional perimeter.  

Some attacks inevitably 

will get to inside of 

network.

Attacks change more 

rapidly than traditional 

defenses can combat.  

Digital assets continue to 

increase in value and 

vulnerability.

Security Team 

Under Stress

Security teams understaffed 

with inefficient tools.  Need 

analytics-driven insights to 

focus on right threats  

before damage is done.

?



Smart Buildings Smart Retail Smart Manufacturing Smart Hospitals

Object Assisted Intelligence



Smart Manufacturing

Manufacturing IoT Integration


